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Governor Markell’s Executive Order 55 

stablished the Delaware Cyber Security Advisory 

Council to coordinate cybersecurity information 

sharing between the public and private sectors. 

State CIO James Collins leads the team of 

representatives from various critical 

infrastructures, including Financial, Education, 

Healthcare, Military, Law Enforcement, 

Emergency Management, and Energy. Several 

Council subcommittees are up and running 

focused on:   

 Cyber exercises across industries 

 Evaluating and sharing threat information 

 Improved & integrated cyber awareness 

training for Delaware residents 

 Best practices for  preparing, preventing, 

responding to and recovering from cyber 

events 

The Council meets bimonthly and the 

subcommittees meet monthly, or as needed. The 

meetings are open to the public and are 

announced on the Delaware Public Calendar.

All you have to do is listen to 

the news to know that 

hackers and malicious 

actors are setting records for 

the number of people they 

negatively impact and the number of systems they 

successfully hack. They are developing new 

techniques to get information from unsuspecting 

victims, and they are very good at what they do! 

Today, everyone is a target, which makes it crucial 

for  you to stay vigilant and secure.  

Become a human firewall! 

The more you know about 

hackers, the better you can 

defend yourself, your office 

and your family. Take a look 

at the SANS resources to 

help you set new cyber security goals for the new 

year that will benefit you both personally and 

professionally. 

For more information check out the following 

resources:  

For managers: The Human Firewall: Why People 

are Critical to E-mail Security, and Cybersecurity 

Workforce Handbook, A Practical Guide to 

Managing Your Workforce,  

For everyone: On Guard Online for tips to stay 

safe online.   

YOU SHOULD TOO! 
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